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| **Think SMART an e-Safety Quiz**It is important to keep yourself safe while networking so test your e-safety awareness. |
| Questions | Multiple choice | Answer |
| 1. People who communicate online are always who they say they are.
 | 1. True
2. False
 |  |
| 1. You receive a nasty electronic comment from someone, should you...
 | 1. Send a mean one back
2. Save the evidence and tell a trusted adult about it
3. Just delete it
 |  |
| 1. Someone you message with online asks you which school do you go to, the area you live in, and other personal information about yourself. Do you ...
 | 1. Ignore the request, and block them if they do it again.
2. Only tell them a little bit of information, what harm can it do?
3. Tell them, as it is no big deal
 |  |
| 1. A Trusted adult can be...
 | 1. The postman
2. Your school teacher, parent or guardian
3. Local shop keeper
 |  |
| 1. If someone you have met online wants to meet up with you in the real world, should you...
 | 1. Go with a friend to be on the safe side.
2. Not go and tell a trusted adult because they are a stranger.
3. Ignore them, as they may go away.
 |  |
| 1. The best image for your profile picture is...
 | 1. A general picture of you.
2. A picture of you in school uniform
3. A picture of a pet or pop group so strangers don’t know what you look like.
 |  |
| 1. When is the best time to use your Web Cam …
 | 1. At the weekends, as there is loads of time to talk
2. Anytime
3. With the supervision of a responsible adult so they are certain they know the person you are talking to is.
 |  |
| 1. You receive an electronic message from someone you don’t know, should you...
 | 1. Open it and reply if it looks interesting
2. Open it and then decide what to do.
3. Delete it, as it is probably junk or a scam email
 |  |
| 1. You receive an email with a link to a web site giving away mobile phones, what should you do?
 | 1. Fill in all your personal details right away
2. Forward it to all your friends and family
3. Delete the email without opening it, as it will likely be a scam
 |  |
| 1. When setting up an internet profile on a web site, you should...
 | 1. Make it ‘private’, so only your friends can see
2. Make it ‘public’ as there is no point otherwise
 |  |
| 1. When you want to download games or movies from the web, should you...
 | 1. Just download them even though they may include a virus
2. Check they are copyright free, genuine and ask an adult for advice
3. Get your friend to download it for you
 |  |
| 1. To help reduce the chances of your computer getting a virus, should you...
 | 1. Check with your parent/carer that you have genuine internet security software installed.
2. Not bother, as what are the chances?
 |  |
| Remember to think **SMART** as you can never be certain how people will share or use the electronic information you give to them.* **S** = Stay Safe – don’t give out personal information
* **M** = Meeting Up can be dangerous -always check with a responsible adult
* **A** = Accepting emails, texts, files & pictures from strangers can be dangerous
* **R** = Reliable, check information before you believe it, think is it telling the truth?
* **T** = Tell an adult if someone or something makes you feel worried or uncomfortable
 |

Answers: 1b, 2b, 3a, 4b, 5b, 6c, 7c, 8c, 9c, 10a, 11b, 12a